
TRACCIA 1

Descrivere lo scopo del “Registro dei trattamenti” e cosa contiene

L’amministrazione deve avviare un progetto per l’integrazione dei pagamenti 
dei servizi comunali con PagoPA: descrivere quali sono le linee guida per 
l’attivazione

In tema di salvaguardia e protezione dei dati, si descrivano quali strategie e/o
tecnologie sono necessarie per garantire la continuità operativa o il ripristino 
in tempi brevi dei dati a seguito di data breach o failover



TRACCIA 1

REGULATION (EU) 2016/679 OF THE EUROPEAN PARLIAMENT AND OF THE
COUNCIL

of 27 April 2016

on the protection of natural persons with regard to the processing of personal data and on the free 
movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation)

Article 33

Notification of a personal data breach to the supervisory authority

1. In the case of a personal data breach, the controller shall without undue delay and, where 
feasible, not later than 72 hours after having become aware of it, notify the personal data breach to 
the supervisory authority competent in accordance with Article 55, unless the personal data breach 
is unlikely to result in a risk to the rights and freedoms of natural persons. Where the notification to 
the supervisory authority is not made within 72 hours, it shall be accompanied by reasons for the 
delay.
2. The processor shall notify the controller without undue delay after becoming aware of a personal 
data breach.
3. The notification referred to in paragraph 1 shall at least:

(a) describe the nature of the personal data breach including where possible, the categories and 
approximate number of data subjects concerned and the categories and approximate number of 
personal data records concerned;

(b) communicate the name and contact details of the data protection officer or other contact point 
where more information can be obtained;

(c) describe the likely consequences of the personal data breach;

(d) describe the measures taken or proposed to be taken by the controller to address the personal 
data breach, including, where appropriate, measures to mitigate its possible adverse effects.

4. Where, and in so far as, it is not possible to provide the information at the same time, the 
information may be provided in phases without undue further delay.
5. The controller shall document any personal data breaches, comprising the facts relating to the 
personal data breach, its effects and the remedial action taken. That documentation shall enable the 
supervisory authority to verify compliance with this Article.



TRACCIA 2

Quali sono le finalità di Designers Italia

Illustrare la funzionalità dell’AppIO e le modalità di integrazione con i servizi 
comunali per l’invio dei messaggi ai cittadini.

Nel piano di realizzazione dell’Agenda Digitale, l’Amministrazione deve 
implementare l’utilizzo dell’identità digitale da parte dei cittadini. Delineare 
adeguate linee di indirizzo e operative.



TRACCIA 2

REGULATION (EU) 2016/679 OF THE EUROPEAN PARLIAMENT AND OF THE
COUNCIL

of 27 April 2016

on the protection of natural persons with regard to the processing of personal data and on the free 
movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation)

Article 34

Communication of a personal data breach to the data subject

1. When the personal data breach is likely to result in a high risk to the rights and freedoms of 
natural persons, the controller shall communicate the personal data breach to the data subject 
without undue delay.
2. The communication to the data subject referred to in paragraph 1 of this Article shall describe in 
clear and plain language the nature of the personal data breach and contain at least the information 
and measures referred to in points (b), (c) and (d) of Article 33(3).
3. The communication to the data subject referred to in paragraph 1 shall not be required if any of 
the following conditions are met:

(a) the controller has implemented appropriate technical and organisational protection measures, 
and those measures were applied to the personal data affected by the personal data breach, in 
particular those that render the personal data unintelligible to any person who is not authorised to 
access it, such as encryption;

(b) the controller has taken subsequent measures which ensure that the high risk to the rights and 
freedoms of data subjects referred to in paragraph 1 is no longer likely to materialise;

(c) it would involve disproportionate effort. In such a case, there shall instead be a public 
communication or similar measure whereby the data subjects are informed in an equally effective 
manner.

4. If the controller has not already communicated the personal data breach to the data subject, the 
supervisory authority, having considered the likelihood of the personal data breach resulting in a 
high risk, may require it to do so or may decide that any of the conditions referred to in paragraph 3 
are met.



TRACCIA 3

Cosa si intende per Accessibilità di un sito web;

Descrivere l’articolo 17 del CAD e le ripercussioni sui processi dell’ente 
(RTD)

Si traccino le attività di cyber security nel contesto della forte accelerazione 
dello smartworking emergenziale 



TRACCIA 3

REGULATION (EU) 2016/679 OF THE EUROPEAN PARLIAMENT AND OF THE
COUNCIL

of 27 April 2016

on the protection of natural persons with regard to the processing of personal data and on the free 
movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation)

Article 39

Tasks of the data protection officer

1. The data protection officer shall have at least the following tasks:

(a) to inform and advise the controller or the processor and the employees who carry out processing 
of their obligations pursuant to this Regulation and to other Union or Member State data protection 
provisions;

(b) to monitor compliance with this Regulation, with other Union or Member State data protection 
provisions and with the policies of the controller or processor in relation to the protection of 
personal data, including the assignment of responsibilities, awareness-raising and training of staff 
involved in processing operations, and the related audits;

(c) to provide advice where requested as regards the data protection impact assessment and monitor 
its performance pursuant to Article 35;

(d) to cooperate with the supervisory authority;

(e) to act as the contact point for the supervisory authority on issues relating to processing, 
including the prior consultation referred to in Article 36, and to consult, where appropriate, with 
regard to any other matter.

2. The data protection officer shall in the performance of his or her tasks have due regard to the risk 
associated with processing operations, taking into account the nature, scope, context and purposes 
of processing.



TRACCIA 4

Cosa si intende per open data e si traccino sinteticamente alcuni esempi di 
applicazioni negli enti locali.

Descrivere i progetti da dispiegare, a cura dell’ufficio del RTD, per supportare 
l’avvio dello smartworking convenzionale.

Cosa si intende per “misure minime di sicurezza” ed i possibili livelli di 
attuazione nel contesto di un comune



TRACCIA 4

REGULATION (EU) 2016/679 OF THE EUROPEAN PARLIAMENT AND OF THE
COUNCIL

of 27 April 2016

on the protection of natural persons with regard to the processing of personal data and on the free 
movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation)

Article 44

General principle for transfers

Any transfer of personal data which are undergoing processing or are 
intended for processing after transfer to a third country or to an international 
organisation shall take place only if, subject to the other provisions of this 
Regulation, the conditions laid down in this Chapter are complied with by the 
controller and processor, including for onward transfers of personal data from 
the third country or an international organisation to another third country or to 
another international organisation. All provisions in this Chapter shall be 
applied in order to ensure that the level of protection of natural persons 
guaranteed by this Regulation is not undermined.


